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SISPM1040-382-LRT Release Notes 
Date: February 17, 2016 
Kernel:2.50 
Version: 1.23 

 
Overview 
 
This release note covers the requirements, important notes, new features and changes, 
addressed issues and known limitations for the SISPM1040-382-LRT product. 
 
Requirements: 
Firmware version v1.23 and these release notes apply to the following products: 

 SISPM1040-382-LRT 
 

 
Bug Fixes: 

 Browsers that block Poodles SSL version 3.0 are unable to establish an HTTPS 
connection to manage the SISPM1040-382-LRT 
 

 Running the McAfee IT Security Scan tool Foundstone ver. 7.5 on a SISPM1040-382-LRT 
causes the management interface to become unresponsive and requires a reboot to 
restore management access. 
 

 Multicast is broadcasted to all ports, when IGMP snooping is enabled on the 
SISPM1040-382-LRT 
 

 SISPM1040-382-LRT experiences a crash and reboot after enabling RADIUS using the 
Web UI 
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